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Nexent Bank N.V. (hereinafter referred to as “Nexent Bank” or “us” 
or “we”) respects your privacy and processes personal data as a da-
ta controller in accordance with the European General Data Protecti-
on Regulation (GDPR) and the Code of Conduct for the Processing of 
Personal Data by Financial Institutions.

In this Privacy Policy we explain:
•	 what personal data we collect and how;
•	 for what purposes and on what grounds we process your personal data;
•	 with whom we share your personal data;
•	 how long we keep your personal data;
•	 the rights you have as data subject;
•	 how your personal data is protected;
•	 our use of cookies;
•	 changes to this policy; and
•	 how you can contact us.

This Privacy Policy applies to all persons of whom Nexent Bank 
processes personal data, such as (prospect) customers or their 
representatives or Ultimate Beneficial Owners, persons who ha-
ve subscribed to newsletters or events, and persons who have ap-
plied for a job at Nexent Bank .
 
Personal data
Personal data is any information relating to an identified or 
identifiable natural person. Personal data that we process may 
include:
•	 ‘Data on who you are’ such as (i) basic information like your first 

and last name, prefix, title, (ii) contact details such as your e-mail 
address, postal address and phone number, (iii) data contained on 
your identity document, and (iv) your role (e.g. authorized repre-
sentative, legal representative, director or guarantor);

•	 ‘Your transactions and payments’: name and account number of 
the person instructing a payment, account number of the person 
receiving a payment, time and location at which payments were 
made, amounts transferred or deposited and the balance in your 
account and investments orders;

•	 ‘Your contact history’: the subject of the contact you had with us, 
when did the contact occur and with which department, how (via 
post, email etc.) and the recording of a telephone conversation or 
report from a discussion;

•	 ‘Data needed for security and fraud prevention’: internal refe-
rence register (i.e. a list of people and institutions with whom 
we no longer wish to have a relationship), external reference 
register (a list kept by banks in the Netherlands containing 
people and institutions who have committed fraud or other-
wise pose a risk to the financial sector), national, European 
and international sanctions lists, camera footages in our offi-
ces and payment patterns;

•	 ‘Your financial situation and Nexent Bank products’: your personal 
and business Nexent Bank products and services, the balance in 
your accounts and on your loans, your registration with the credit 
registration office, your investment profile and data on payment 
arrears;

•	 ‘Sensitive personal data’: citizen service number (BSN) and crimi-
nal data;

•	 ‘Your use of our websites’: your IP address, data on your visit to our 
website, the device you used to visit our websites, cookies and your 
cookie-settings;

•	 ‘Data on you from external parties’: data on companies, their re-
presentatives and Ultimate Beneficial Owners (UBO’s) provided by 
the companies itself or from the Land Register and the Commercial 
Register of the Chamber of Commerce, data from the Credit Regis-
tration Office (BKR), data from public sources such as status inquiry 
agencies (companies specialized in credit profiles), the insolvency 
register, newspapers, the internet or social media;

•	 ‘Job Applications’: data you may provide us for the purpose of a job 
application, such as your full name, date of birth, address, phone 
number, nationality, marital status and any other personal data set 
out in your application;

•	 Personal data that you provide us with for the purpose of attending 
events or meetings, such as access and dietary requirements; and

•	 Any other personal data relating to you which you may provide us 
with or that we may obtain in relation to the purposes and based on 
grounds set out below.

We collect this personal data because you provided this data 
to us. For example, you may provide data when entering into an 
agreement with us, by entering your data on our website, by gi-
ving us your business card or by applying for a job. We may also 
collect your personal data from other sources, such as from a 
local counsel, counterparties, the Trade Register, the Land Re-
gistry or by using publically available sources.

Purposes and legal basis for the processing of 
personal data
Nexent Bank saves and uses personal information for carefully selec-
ted purposes as included in the Code of Conduct for the Processing 
of Personal Data by Financial Institutions. A summary of these purpo-
ses is outlined below:
 
•	 To verify whether or not Nexent Bank can accept someone as a 

customer;
•	 To enter into and execute contracts with you and (other) customers;
•	 To ensure money can be paid and received (payments);
•	 To analyse personal information for investigations and statistic and 

scientific objectives;
•	 To provide information about Nexent Bank  products and services 

(marketing);
•	 For prevention of fraud and unusual transactions and in general for 

the protection of security and integrity of your transactions and of 
the financial market;

•	 To comply with legislation or court orders to which Nexent Bank is 
subject[i];

•	 To maintain contact with you,(other) customers and/or business re-
lations; and/or

•	 To handle your job application or subscription to any of our recruit-
ment services and events.

•	 We will process your personal data using one or more of the follo-
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wing legal grounds:
• Performance of a contract;
• Compliance with a legal obligation;
• Legitimate interest;
• Your consent.

Sharing with others
Nexent Bank may share your personal data with any company belon-
ging to the Nexent Bank group for the purposes described in this Pri-
vacy Policy.
In some cases we may also share your personal data with third par-
ties. This may include, but is not limited to:
• Other financial institutions;
• The government (such as Tax Authority, Finance Intelligence Unit

Nederland, Tax and Customs Administration, Police, Justice offici-
als, Intelligence services and Supervisory Authorities); and/or

• Service providers who work for Nexent Bank  and companies
Nexent Bank works with.

We will only share your personal data with these third parties 
for the purposes and on the legal grounds stated in this Priva-
cy Policy.

To the extent that a third party processes your personal data as 
a data processor of Nexent Bank, Nexent Bank will conclude a 
processing agreement with such party that meets the require-
ments set out in the GDPR.

To be able to provide our services, it may be necessary for us to 
transfer your personal data to a recipient in a country outside 
of the European Economic Area. In that case, Nexent Bank will 
ensure that the data transfer is compliant with GDPR and the 
applicable law.

Nexent Bank will be joint controller for the processing of perso-
nal data in the meaning of the Swift Transaction Processing Ser-
vices between Nexent Bank N.V. and S.W.I.F.T. SC, Avenue Adèle 
1, 1310 La Hulpe, Belgium (Swift). This concerns sending and re-
ceiving financial messages or files, and to pre-validate, track and 
manage financial transactions (see the annex to this Privacy Po-
licy for further details).

Retention period
Nexent Bank will not store your personal data any longer than is ne-
cessary to achieve the purposes stated in this Privacy Policy or to 
comply with the relevant laws and regulations. We maintain a list of 
minimum record keeping requirements that are specified by diffe-
rent legislations, such as tax law and retire your personal data from 
our systems to the extent it is technologically possible. We may keep 
some of your personal data longer for specific purposes like risk ma-
nagement, security and legal purposes. In such situations, we limit 
access to your personal data to absolute minimum.

Your rights
You, as a data subject, have a number of legal rights:
• Right of access. This means you can make a request to obtain ac-

cess to the personal data concerning yourself;
• The right to rectification or correction of your personal data if it is 

inaccurate or incomplete;
• The right to erasure of the personal data that relates to you. Please 

note that there may be circumstances in which we are required to 
retain your data in order to meet our legal and regulatory obligati-
ons;

• The right to object to or to request restriction of the processing. 
Again, there may be circumstances in which we are legally entitled
to refuse your request;

• The right to data portability. This means that you have the right to
receive your personal data in a structured, commonly used and ma-
chine-readable format, and that you have the right to transmit that 
data to another controller;

• The right to object to profiling;
• The right to lodge a complaint with a supervisory authority; and
• The right to withdraw your consent. Again, there may be circum-

stances in which we are entitled to continue processing your data,
in particular if the processing is required to meet our legal and re-
gulatory obligations.

Security
Nexent Bank has taken technical and organizational measures to 
ensure an appropriate level of security to protect your personal 
data from unauthorized or unlawful processing and from loss, de-
struction, damage, alteration or disclosure. If you have any ques-
tions regarding the security of your personal data, or if there are 
indications of misuse, please contact our Data Protection Officer 
at dpo@nexentbank.nl

Cookies
Nexent Bank uses cookies on its websites and internet banking ap-
plications. Nexent Bank does not place any cookies on your browser 
without your consent, except for the cookies that are functionally re-
quired. 

Please visit the Cookie Declaration page for more information on 
cookies, the details of cookies we use, and to see or modify your cur-
rent cookie consent status.

Changes
Nexent Bank may amend this privacy policy from time to time. On this 
website, you can always view the latest version of our privacy policy. 
We would advise you to check the policy regularly and, in any event, 
whenever you provide us with personal data.

Contact
If you need further information or have any questions or comments 
about our privacy policy or the processing of your personal data, 
please contact us in writing via: dpo@nexentbank.com
or
Nexent Bank N.V. 
Attn. Data Protection Officer
Karspeldreef 6
1101 CJ Amsterdam
The Netherlands
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If you wish to obtain an overview of the personal information we ha-
ve on file about you please send a written request to the abovemen-
tioned address together with a copy of a valid proof of ID (passport, 
driving license, etc.).

Please find here a Romanian translation of the privacy policy.
Het privacybeleid van Nexent Bank N.V. vindt je hier.

Amsterdam,March 2024

Nexent Bank N.V. 
Karspeldreef 6
1101 CJ Amsterdam
Kvk nr: 33256675
Telephone: +31 (0) 20 35 76 300

[i] For example, Nexent Bank is obligated to process personal
data for the purposes of the prevention of money laundering
and terrorist financing. The Wwft (the Dutch Anti-Money Lau-
ndering and Anti-Terrorist Financing Act) includes several obli-
gations for financial institutions to process personal data. Such
data, collected to comply with the Wwft, can only be used for
the purposes of prevention of money laundering and terrorist
financing and is subject to strict maximum retention period.

https://www.nexentbank.com/privacy/
https://www.nexentbank.com/privacy/
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Information Notice 

The terms “we”, “our” and “us” refer to Swift and Nexent Bank 
N.V.  , and “you” refers to Nexent Bank´s customers  (as individu-
als), whose personal data is used and processed in the context of
the Swift Transaction Processing Services.

Scope of this Information Notice

Your personal data may be processed in the context of the Swift 
Transaction Processing Services, which enable us to send and 
receive financial messages or files, and to pre-validate, track 
and manage financial transactions.

The co-controllers for the processing of personal data in the 
context of the Swift Transaction Processing Services are Nexent 
Bank, having its registered office at Karspeldreef 6a, 1101 CJ 
Amsterdam, the Netherlands and S.W.I.F.T. SC, Avenue Adèle 1, 
1310 La Hulpe, Belgium (Swift). 

Legal Basis

Together with Swift, we have a legitimate interest in processing 
your personal data, namely to ensure the security, efficiency and 
transparency of financial transactions you may be involved in. 

Data Retention by Swift 

Your personal data is deleted by Swift from its systems accor-
ding to Swift’s data retention and deletion procedures, and in any 
event when this information is no longer necessary for the purpo-
ses for which it is processed. 

Data Recipients

Protecting and keeping data confidential is at the core of Swift’s acti-
vities: Swift will only share your personal data with limited categories 
of third parties that are required for the provision or use of the Swift 
Transaction Processing Services, such as the Swift customers invol-
ved in the transaction, suppliers for problem investigation purposes 
or the Swift network partners. 

Data Transfers and Storage

In limited circumstances, Swift may transfer your personal data out-
side of the EEA, using adequate transfer arrangements to secure the 
data. For resiliency, availability and security purposes, Swift stores 
message data in its data centres located in the EU, the United States 
and in Switzerland. The EU Commission has recognized Switzerland 
as providing adequate data protection. Further, to allow the transfer 
of personal data from the EEA to Swift operating centre in the United 
States, Swift executed with its local entity in the United States the EU 
standard contractual clauses and implemented additional technical 
and organizational safeguards to ensure that all personal data trans-
fers comply with the GDPR. 

Data Protection Rights 

You may exercise your data protection rights (including your right to access, 
rectify, erase or restrict the processing of your personal data) by contacting 
us at dpo@nexentbank.nl. 

For further information on the data protection practices of Swift in relation 
to the processing of your personal data in the context of the Swift Transac-
tion Processing Services, please consult the Swift Personal Data Protection 
Policy (PDPP), available here (publicly available as of 29 February 2024).


